The CIW Web Security series is for those who configure, manage and deploy e-business solutions servers, and implement e-business and network security solutions. This series offers three levels of credential to recognize the achievements of those who have also attained levels of proficiency in networking administration and now want to validate and prove their competencies in security.

CIW Web Security candidates must meet the following requirements:
1. Pass one required CIW exam.
2. Complete the CIW Certification Agreement (by logging into the CIW Candidate Information Center).
3. Submit proof of one valid networking administration certification from an approved vendor.*

<table>
<thead>
<tr>
<th>CIW Web Security Certification</th>
<th>CIW Exam ID</th>
<th>Additional Requirements</th>
</tr>
</thead>
<tbody>
<tr>
<td>CIW Web Security Associate</td>
<td>1D0-571</td>
<td>None</td>
</tr>
<tr>
<td>CIW Web Security Specialist</td>
<td>1D0-571</td>
<td>One certification from the following list</td>
</tr>
<tr>
<td>CIW Web Security Professional</td>
<td>1D0-571</td>
<td>Two certifications from the following list</td>
</tr>
</tbody>
</table>

The following certifications qualify for this CIW Web Security program:

- Checkpoint Certified Security Expert (CCSE)
- Cisco Certified Network Professional (CCNP)
- Cisco Certified Network Associate (CCNA)
- Cisco Certified Internetwork Expert (CCIE)
- CIW Network Technology Associate (NTA)
- CompTIA Security+
- Convergence Technologies Professional (CTP+)
- CyberSecurity Forensic Analyst (CSFA)
- EC Council Certified Ethical Hacker (CEH)
- EC Council Security Analyst (ECSA)
- EC Council Computer Hacking Forensic Investigator (HFI)
- GIAC Certified Firewall Analyst (GCFW)
- GIAC Certified Intrusion Analyst (GCI)
- GIAC Certified Incident Handler (GCIH)
- GIAC Certified Forensic Analyst (GCF)
- GIAC Information Security Officer (GISO)
- GIAC IT Security Audit Essentials (GSAE)
- GIAC Security Expert (GSE)
- GIAC Certified ISO-17799 Specialist (G7799)
- GIAC Security Leadership Certification (GSLC)
- GIAC Systems and Network Auditor (GSNA)
- GIAC Certified Security Consultant (GCSC)
- ISACA CISA
- ISC² CISSP
- ISC² SSCP
- Juniper Networks Certified Internet Associate (JNCIA)
- Linux Professional Institute (LPI) Level 2
- Linux Professional Institute (LPI) Level 3 (Any level 3 specialty, including Mixed Environment, Security, High Availability and Virtualization, Web and Intranet, or Mail and Messaging)
- Microsoft Certified Systems Engineer (MCSE)
- Microsoft Certified IT Professional (MCTP)
- Microsoft Certified Systems Administrator (MCSA)
- Microsoft Certified Technology Specialist (MCTS)
- Red Hat Certified Engineer (RHCE)
- Red Hat Certified Security Specialist (RHCSS)
- Sourcefire SFCP

*Submit proof of your third-party credential to CIW by (1) scanning your official credential/certificate and sending the image file (JPG or GIF, less than 2MB) attached to an e-mail message to ciwcustservice@ciwcertified.com, OR (2) requesting the third-party certification vendor to send electronically published proof of credential directly to ciwcustservice@ciwcertified.com, OR (3) faxing your official credential/certificate to +1-602-794-4190.

BOLD INDICATES A PARTNER OF CERTIFICATION PARTNERS LLC.